
 

People’s Network and Library Wi-Fi Acceptable 
Use Policy 

 

Your Responsibilities 
 

1. You may only use the computers with your own username and password.  They must 
not be shared.  Visitors without their own account will be logged on by staff using a 
guest account. 

 

2. Always remember that you are in a public space.  Be considerate of the needs of 
other library users including children. 

 

3. The following actions are prohibited  
 

 Creation, transmission or downloading of any material that is illegal, defamatory or 
infringes intellectual property or copyright laws. 

 Committing an offence under any act of law, including the Computer Misuse Act 
1990. 

 Taking any action which may damage the computer system or using the library’s 
computers to carry out such actions on any other computers or networks. 

 Using the system to obtain, display or distribute material considered to be 
obscene, pornographic, offensive, abusive, threatening, or is otherwise contrary to 
the Law. 

 Using the system to distribute unsolicited advertising or receive responses to such 
e-mails. 

 Viewing live TV broadcasts and catch-up content from the BBC’s IPlayer service. 

 Using the system to carry out any fraudulent activities. 
 

4. All prints must be paid for. 
 

5. You are responsible for the security of your own devices. The Library service accepts 
no responsibility for any damage or loss incurred when using Wi-Fi. 
 

6. You are responsible for saving and backing up your files.  The library accepts no 
responsibility for any loss of information or documents. 
 

7. Parents or carers must give permission for children U16 to use the Internet and they 
are responsible for the child’s activity. 
 

8. If you use our power sockets you must ensure that you do not create a tripping 
hazard. 
 

Violation of this policy could result in the suspension or removal of the service, or 
even lead to further legal action.  The Library will cooperate with authorities 
investigating suspected criminal or civil offences.  


